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Introduction  

The purpose of this paper is to provide the audience with tips and techniques gained through experiences with Oracle8 on Windows NT.  It is intended for the DBA who is somewhat familiar with Oracle7 or Oracle8 on the Unix platform, but is not familiar with Windows NT.  As NT becomes a more popular operating system, more and more companies are considering and deploying database servers on the NT platform.  This paper will outline some of the architectural differences between NT and Unix, as well as some considerations for implementing system management, security, and backup and recovery processes.  Finally, we will explore some of the unique NT facilities for monitoring performance of the database server.

Throughout this paper, we will identify specific tips and techniques to improve your NT installation with this format.

Oracle Architecture on Windows NT 

NT vs. Unix 

The Windows NT operating system has a number of distinctive features that are new to Unix users. While it continues to improve, you can count on a less stable and more mysterious operating environment for database serving than Unix. Windows NT still requires frequent re-boots (install a browser) and locks up more frequently than Unix - but if steps are taken to ensure Oracle has been configured to work on NT, Windows NT offers a simple, cost-effective database server platform.

One of the first decisions the administrator must make is what FILE SYSTEM to use.  Windows NT still supports the FAT (circa 1980) file systems but a superior choice for Oracle database, log and control files is the NTFS.  This is because NTFS provides a journaled file system for roll-forward and roll-backward recovery, RAID 0, 1 and 5 supported in the OS, and enhanced auditing support and security functionality.  NTFS will also outperform FAT on larger disk volumes.  For the BOOT partition, it is recommended to use FAT for floppy boot capability.  

Use NTFS files system for ORACLE files, FAT for the boot partition only.

A few of the unique features of NT files systems are file locking, search paths and lack of symbolic links.  Once Oracle acquires a lock on a database file it is not possible to move that file while the ORACLE is running. This can make on-line data file moves difficult, as you must COPY the file using the OCOPY program from Oracle.

  Make sure you don't allow datafiles to exceed 4GB Bug:711563. 

Starting with release 8.04, it is now possible to install Oracle software in a multiple ORACLE_HOME structure for minor 'dot' releases of Oracle.  You could previously install an ORACLE_HOME for Oracle 7.2 and Oracle 7.3, but not for 7.3.2 and 7.3.3.  This new capability effects the location of product files, the PATH variable, Service names, Program Groups and registry entries.  The benefit of this is that it is possible to install patches and maintain certification levels of Oracle software, if you need to.  There are some limitations for multiple ORACLE_HOME use to be aware of.  Oracle Installer checks to see if the product you are installing exists in another ORACLE_HOME and forces you to de-install it before continuing.  Also, in the case of 8.05, you can't install OEM 1.6 into and 8.0.4 ORACLE_HOME without upgrading the database to 8.0.5.  

If you want to use OEM 1.6 against an 8.0.4 database, you need to de-install OEM from the 8.0.4 ORACLE_HOME and install OEM 1.6 into a new 8.0.5 ORACLE_HOME.  

Finally, to make multiple ORACLE_HOME work, you need to manipulate the PATH environment variable.  This can be done using the ORACLE_HOME Selector Icon, using the Control Panel | System Properties, or via the command line.

The main architectural difference between NT and Unix for Oracle DBAs is the concept of a Service and Thread.  An NT Service is a program that launches automatically with the start-up of the server, and runs in the background.  A thread is a sub-task started under a program executing on NT.  Oracle8 is started as a service, and launches multiple threads for its background services (DBW0, RECO, LGWR etc). It is important to realize that the Oracle service may be started, but the Oracle instance may be down. This can happen if the start-up failed for some reason (i.e. invalid INIT.ORA parameter).
Oracle8 for NT includes the following Services:

OracleServiceSID

This service contains the ORACLE80.EXE program and all of the associated background processes or threads.  By default, when the NT Service is stopped, all the threads are killed and it is equivalent to a shutdown abort.  The service can be stopped via the Control Panel, at NET STOP command or by an NT Shutdown.

OracleStartSID

This service is used by Oracle to start the database instance.  By default, it calls the executable STRTDB80.EXE which calls the file %ORACLE_HOME%\DATABASE\STRTSID.CMD containing the command:

oradim80.exe -startup -sid ORCL -usrpwd passwd -starttype srvc,inst -pfile c:\orant\database\initorcl.ora 

If problems occur at startup, check the %ORACLE_HOME%\RDBMS80\ORADIM80.LOG

OracleTNSListner80

This service is the TNS Listener program for SQL*NET (NET80), it runs the LISTNER80.EXE program.  You can still use the command-line program LSNRCTL80 to check the status and start/stop the listener if you prefer.

OracleAgent

This service is used be Oracle Enterprise Manager to communicate with the Enterprise Manager Console.

One thing we have found useful is a couple of freeware utilities that provides Unix-like functionality on Windows NT.  The first is a command-line sendmail program called BLAT (http://gepasi.dbs.aber.ac.uk/softw/Blat.html).  

This utility can be used to email from within CMD scripts for things like backups and monitoring scripts. 

 Another useful utility is called BASH, which is an Unix-like shell that can be used to run shell scripts on NT (http://sourceware.cygnus.com/cygwin/).  BASH is distributed via the GNU for Win32 project and is able to run most shell scripts and other Unix utilities. 

You can use BASH to run your existing Unix shell scripts without porting them to CMD files.

One thing to be aware of is that Windows NT has a default behavior that is different from Unix for running scripts.  In Unix, if you call a HOST command on SQL*PLUS, your scripts waits for return before executing the next HOST command.  With NT, your calling script will continue without waiting and this can cause problems if commands need to be executed in order.  To get around this in your scripts, you can use the command-line SQLPLUS (PLUS33.EXE) and call the programs with the following syntax:

SQL> HOST start/wait PROGRAM.EXE

Or 

SQL> HOST start CALL PROGRAM.EXE

In Unix, the 'ps' command was used to observe and potentially kill Oracle processes, in NT this is not possible. In Oracle for NT, we need to observe the threads within ORACLE80.EXE.  To make this easier, Oracle support published the articles 61674.1 on the Oracle Metalink web site to crate a view:

create or replace view nt_threads as select Lang_Integer.parseInt(p.spid, 16) "ID_THREAD", p.background "BACKGROUND", b.name "NAME", s.sid "SID", s.serial# "SERIAL#", s.username "USERNAME", s.status "STATUS", s.osuser "OSUSER", s.program "PROGRAM" from v$process p, v$bgprocess b, v$session s where s.paddr = p.addr and b.paddr(+) = p.addr;

Using this view, you can use the THREAD ID and SERIAL NUMBER to observe the Oracle processes in Performance Manager (see below).  

Starting and stopping Oracle can be accomplished in a number of ways:

1. Stopping the Oracle Service(s)

This method can be done via the Control Panel, the NET STOP command or by a Windows NT shutdown.  By default, this method kills the Oracle processes, which is equivalent to a "shutdown abort".  This method is not recommended as it causes an automatic recovery to be performed at the next startup and can occasionally cause other problems.  

To prevent this behavior, you can change the registry entry HKEY_LOCAL_MACHINE\SOFTWARE\ORACLE\ORA_%SID%_SHUTDOWN to TRUE.  This will cause a SHUTDOWN IMMEDIATE to be issued when the service is terminated.

2. Using the Oracle Database Instance Manager ORADIM80.EXE 

You can use this program to control all aspects of Oracle services.  For example, to shutdown the database use the command:

oradim80.exe -shutdown -sid ORCL -usrpwd passwd -shuttype (srvc,inst) -shutmode I

where shutmode can be a-abort; i-immediate or n-normal.

3. Use SVRMG30 

You can use command-line server manager to CONNECT INTERNAL and issue the shutdown command.

4. Use Oracle Enterprise Manager Instance Manager

Also, you can use OEM Instance Manager to start and shutdown a database via a GUI.

Windows NT Registry

The Windows NT registry is a central location for programs to store initialization and configuration information.  Oracle uses this facility to store various configuration setting.  You can change these using the REGEDT32.EXE program, however "use at your own risk" as you can completely toast your system if you mess up.  Having said that, it is often necessary to change some of the settings.  Most of the settings are located under the HKEY_LOCAL_MACHINE\SOFTWARE\ORACLE key.  Some entries you might want to change are:

Registry Key
Value
Comments

ORA_%SID%_PWFILE
%ORACLE_HOME%\DATABASE
Change location of PASSWORD file for Connect Internal

ORA_%SID%_SHUTDOWN
TRUE or FALSE
TRUE cause shutdown immediate when service terminates

ORA_%SID%_SHUTDOWN_TIMEOUT
Number
Seconds to wait for timeout - numbers < 30 are ignored

ORACLE_SID
SID
Default SID

SQLPATH
%ORACLE_HOME%\PLUS80
Directory to search for SQL files





Under the  HKEY_LOCAL_MACHINE\SYSTEM\CurrentControlSet\Services\Oracle80\Performance\Oracle%HOME%80
Registry Key
Value
Comments

Username
SYSTEM (Default)
Oracle user to connect with

Password
MANAGER (Default)
You should change this

Hostname
TNSLOCATION STRING
Any valid SQLNET service works.

Remote Management 

You can’t telnet or rlogin to an NT box as you can to Unix.  So, you must figure out other methods on how to access the server.  Some of these methods include:

· If going through dial-up: RAS or PPP

· Remote access tools such as Symantec's pcANYWHERE, Danware’s NetOps Remote Control Software, Funk Software’s Proxy, Traveling Software’s LapLink.

· Install the Remote Console Server and/or the Web Administration Tool from the NT Server Resource Kit CD.

· Oracle Enterprise Manager (OEM)

· Administration from the Command line – using the NET command

Most simple Oracle remote management can be completed over SQL*Net.  For NT specific operations such as installs, disk and service maintenance, machine boots, and Oracle Server Manager startup/shutdown commands, you must remotely control the machine if you can’t access it directly.

Most Unix operating systems will have startup and shutdown routines that are unique to the particular flavor of Unix.  For example: Sun Solaris, HP/UX, and IBM/AIX all have different installation instructions for their particular startup and shutdown routines.

Automatic startup and shutdown of things like the Oracle RDMS, SQL*Net Listener, Oracle Agent, and Oracle Names is all handled through Services within the Control Panel.

Security 

Database security on for Oracle on Windows NT is exactly like Oracle for other platforms and will not be covered in this paper.  Two main tasks that you will want to do when setting up Oracle security under NT are:

· tighten security for the "starter database", and

· provide password-less connections via the Identified Externally Option.

The starter database for installed by Oracle is not secure and should be modified as follows

1. Change the SYS and SYSTEM Password

2. Change the INTERNAL or DBA Password

3. Protect Oracle REGESTRY ENTRIES from view/modification

4. Protect STRTSID.CMD from viewing

5. Protect ORACLE EXECUTABLES from spoofing or deletion

6. Protect ORACLE datafiles, redo logs, control files from deletion or unauthorized capture

7. Protect EXPORTS and BACKUPS deletion or unauthorized capture

The Identified Externally authorization mechanism is a means for Oracle users to connect to ORACLE8 without providing a password.  Essentially, you tell Oracle that you trust the operating system to authenticate a user.  In order to have this work some preparation is required.  If correctly configured, you can provide the following privileges:

· Connecting without a password as a 'normal' user

· Connecting as SYSDBA or SYSOPER without a password

· Connecting as INTERNAL without a password

· Grant Oracle ROLES exclusively through NT groups

You may use NT authentication across NT domains, or for LOCAL access.  These examples will demonstrate the DOMAIN-based access.

For NT authentication to work:

1. You must modify the %ORACLE_HOME%\NET80\ADMIN\SQLNET.ORA file on the server and client to include the following line:

SQLNET.AUTHENTICATION_SERVICES = (NTS)

2. You must modify the INITSID.ORA file to include the following line and shutdown/restart Oracle :

OS_AUTHEN_PREFIX = ""

3. Use NT User Manager to create a USER for the domain

4. Set/Create HKEY_LOCAL_MACHINE\SOFTWARE\ORACLE\HOMEn\OSAUTH_PREFIX_DOMAIN to TRUE.

This optional step requires the Oracle username to include the DOMAIN (i.e. DBCORP\SCOTT)

5. Set/Create HKEY_LOCAL_MACHINE\SOFTWARE\ORACLE\HOMEn\OSAUTH_ENFORCE_STRICT to TRUE

This optional step requires any user to be a member of the LOCAL group ORA_USER or ORA_SID_USER.  You need to create these groups and assign the user.

6. Use SQLPLUS or SRVMGR30 to "create user DBCORP\SCOTT IDENTIFIED EXTERNALLY" and grant the user the roles you wish.

You should now be able to log into oracle with the connect string “Connect /@DBNAME” when you are connected to the NT server.  Note that you must either LOG ON to a client computer with the correct USERNAME and Domain or access a shared area in the Windows NT server using the NET USE command or Windows Explorer in order to be authenticated under Windows NT..

In order to connect as SYSOPER or SYSDBA without a password, you must create NT groups.  Create the groups ORA_OPER or ORA_DBA for access to all instances, or ORA_SID_OPER and ORA_SID_DBA for specific instances on the NT server.  Then add the NT user to these groups, and then you can "connect /@DBNAME AS SYSDBA".  To CONNECT INTERNAL without as password, you must additionally add the following entry into the INIT.ORA file:

REMOTE_LOGIN_PASSWORD=NONE

Connect INTERNAL then will work from any Oracle tool if you are connected LOCALLY, but only Server Manager will work remotely.

Finally, if you want to use NT to grant roles, it is important to know that you must use OS roles exclusively.

  You can't use a mixture of NT roles and Oracle roles.  

To enable this feature you need to put the following line in the INITSID.ORA:

OS_ROLES = TRUE

And then simply create the NT groups you want to assign roles to with the following naming convention:

ORA_SID_ROLENAME [_D] [_A]
Where rolename is the Oracle role you have created and the optional _A or _D  indicate whether you want to have the role as DEFAULT or WITH ADMIN OPTION.

Backup and Recovery 

You basically have 4 choices on how to facilitate the backup of your Oracle NT database.  You may:

1. write your own batch script making calls to Server Manager and/or SQL*Plus and OS backup commands

2. utilize Oracle’s Recovery Manager (integrated with a 3rd party backup tool if going to tape)

3. use Oracle’s Backup Manager with Oracle’s Enterprise Manager

4. use Oracle Export

Note:  Native NT does not allow any Unix shell scripting.  You must use batch files.

Operations for OS Backup

Backup and recovery operations within Oracle operate exactly the same on NT as they do in Unix.  For example, in both Unix and NT you can query v$datafile, v$logfile and v$controlfile to determine the properties of the datatabase files you must back up.

Most differences reside within the OS.  For an Oracle NT hot backup you can’t just place the tablespace in begin backup mode and copy the file.  This is because under NT, any application access to a file opens it and makes regular operating system commands, such as copy, useless at that time.  To get around this, Oracle supplies a copy utility called OCOPY for disk to disk file copies.  

To perform unattended disk to disk cold backups, set up the following steps:

· Shutdown the Oracle database, and stop associated services.

· Copy associated database files (data files, log files, control files)

· Start the Oracle services and the Oracle database.

· Backup the files to tape.

To perform unattended disk to disk hot backups, set up the following steps:

· Place tablespace in backup mode (begin backup)

· Copy associated database files for the tablespace (must use OCOPY)

· End the tablespace backup mode (end backup)

· Repeat above steps until all datafiles for all tablespaces have been processed

· Backup the control file

· Archive the current log file

· Backup associated archived log files

· Backup files to tape

Operations for Export Backup

This is much the same principle as the OS backups.  Simply write a batch script to export your entire database with compress=n and schedule it to run via the NT Scheduler.

Exports give you the ability to restore individual database objects.

Use compress=n for exports so an emergency import does not fail on extent allocation

Scheduling

Unix scheduling is typically done through cron.  In NT, most scheduling is done through the NT Scheduler.  You can query what entries are currently in the scheduler by typing in AT at a command prompt.  By default, the NT Scheduler only has a command line interface.  You may, if you have the CD, install a GUI version of the NT Scheduler (WINAT) via the NT Resource Kit.

RAID

The usage of RAID is transparent to Oracle. All the features specific to RAID configuration are handled by the operating system and go on behind- the-scenes as far as Oracle is concerned. Different Oracle file-types are suited differently for RAID devices. Datafiles and archive logs can be placed on RAID devices, since they are accessed randomly. Redo logs should be not be put on RAID devices, since they are accessed sequentially and performance is enhanced in their case by having the disk drive head near the last write location. However, mirroring of redo log files is strongly recommended by Oracle. 

Oracle recommends the following:  Online or archived redo log files can be put on RAID 1 devices. You should not use RAID 5. 'TEMP' tablespace data files should also go on RAID1 instead of RAID5 as well. The reason for this is that streamed write performance of distributed parity (RAID5) isn't as good as that of simple mirroring (RAID1).

Swap space can be used on RAID devices without affecting Oracle. 

Oracle’s OFA (Optimal Flexible Architecture)

The OFA was originally written for the Unix operating system.  It is an option in all Unix based installs, but is NOT an option yet on NT based installs.  You can, however, simulate your own OFA under NT as follows:

· create an orabase directory structure for the admin directories

· for example: c:\orabase\admin\ORCL\pfile

· Note:  make sure during your database creation that the init.ora file is properly referenced to in the pfile directory and not the Oracle product directory

· create an oradata directory structure for the database files

· for example: d:\oradata\ORCL

Database Cloning 

Sample Cloning:  Hot Backup and Recovery of Database “A” to Database “B” Under NT

1. Execute a complete hot backup of database “A”

2. Backup the controlfile of database “A” to trace:  ALTER DATABASE BACKUP CONTROLFILE TO TRACE

3. Create the new directory structure for database “B”

4. Copy initA.ora file to initB.ora file and modify the appropriate location and file names

5. Restore the entire backup set (database files and archived log files) from the hot backup of database “A” to the new location of database “B”

6. Copy the trace file generated for database “A” from the user dump destination (name it ccf.sql for simplicity) and modify the CREATE CONTROLFILE as follows:

· match the file names and locations that were restored for database “B”

· remove any REUSE options (for safety)

· modify DATABASE “A” to SET DATABASE “B”

· make sure the RESETLOGS option is used

7. Create the new services for database “B” as follows:

oradim80 –new –sid B –intpwd XXX –startmode AUTO –pfile c:\orabase\admin\B\pfile\initB.ora

XXX is the internal password

8. Make sure your environment is set up properly; SET ORACLE_SID=B

9. Launch Server Manager and connect internal

10. STARTUP NOMOUNT database “B” PFILE=c:\orabase\admin\B\pfile\initB.ora

11. Run the CREATE CONTROLFILE command for database “B”; @ccf.sql

12. Recover database “B” to the desired point-in-time.

13. Open database “B” with the RESETLOGS option

14. Rename the database global name by issuing the following:  ALTER DATABASE RENAME GLOBAL_NAME TO new_global_name.domain
Performance Tuning 

Performance tuning for Oracle on NT is the same as tuning Oracle on Unix.  You can use any of the ‘standard’ statistic gathering methodologies such as the V$ tables and Oracle Enterprise Manager.  In addition, you can use Oracle Performance Manager or other 3rd party products such as Precise/SQL to help with the task of analysing performance. 

 It is important to make sure you are collecting data on a regular basis to ensure a base line of performance.

There are several general systems setting on an NT server which you can ensure that NT is configured as well as possible for database server performance. To make Windows NT virtual memory perform as well as possible, it is best to have a large page file.  The file pagefile.sys is used for managing virtual memory via the operating system. 

 You may need to configure the page file to be as big as largest datafile to use OCOPY, as OCOPY.EXE uses memory to copy the datafile.

 To change the page file right click on My Computer and select Properties and go to the Performance Tab.  Also, using Control Panel | Network Server | Configuration select optimize for Network Applications instead of File sharing, and remove unused protocols.  Also set the Performance Boost Foreground Applications to NONE.

A couple of Oracle settings via initSID.ORA are pre_page_sga to load the entire SGA into memory (we’ll see why in a minute) and timed_statistics to get accurate timings in various Oracle performance reporting utilities.
One unique performance monitoring tools for Windows NT is called the Performance Monitor or Perfmon for short.  Using Perfmon, you can interactively monitor charts containing counters of various performance metrics such as CPU use and DISK activity. 

Oracle8 has integrated its own objects into the Perfmon tool – creating a program entry called Oracle8 Performance Monitor.  In order gather statistics from Oracle, the performance manager needs to connect to Oracle.  This is done via the registry entries mentioned previously in this paper – and creates a security exposure that you can avoid by creating a PERFMON user that simply has CREATE SESSION and SELECT ANY TABLE privileges.  

If you have connection problems with Perfmon (i.e. no Oracle Objects are shown) check the file %ORACLE_HOME%\dbs\PERF80.LOG file for error messages.

In order to use Perfmon, it is useful to measure the statistics over a period of time to get an overview of the situation.  You can configure Perfmon to save its statistics to a LOG file for later review, and export to an analysis tools such as Excel.  This approach is recommended for developing a base line.  We will now look at the main tuning aspects of MEMORY, CPU, I/O and Oracle Resources.

Memory

Tuning memory on NT is the single most important area to look at first.  Since NT is a 32 bit operating system, it can address 4GB of memory, 2GB of which are reserved for the operating system.  Thus there is a maximum of 2GB available to applications (including Oracle).  Oracle’s memory consumption is primarily a function of the Shared Global Area or SGA.  We will discuss how to change the SGA later, but to manage memory use, you need to ensure the SGA must fit into physical memory, and you have a large enough page file.  If your system is consuming more memory that is physically available, you will observe a phenomenon know as paging.  You can isolate paging activity by placing the page file on a separate volume.  Using Perfmon, you can watch Memory: page faults/sec, pages input/sec and pages read/sec.  If you are seeing more than 5 page faults per second over time, you have a paging problem.  Another easy indication of paging can be found on the Performance Tab of the task manager, which shows Physical and Virtual memory use at a point in time.

To address paging problems you must either reduce consumption (shrink SGA, remove unnecessary services/protocols etc.) and/or add more memory.  Do not allow you system to continuously page fault!

CPU

CPU bottlenecks are easily observed in Perfmon (or Task Manager).  If you CPU is consistently over 90% busy during normal processing, you have a CPU problem. You can use Perfmon to see where CPU is spent; it is best that the CPU is spent in USER rather than SYSTEM time.  Excess SYSTEM time may indicate unnecessary overhead in the I/O or Oracle subsystems.

To address CPU bottlenecks application or SQL tuning may be required.  You can also upgrade the speed or number of CPUs to take advantage of multiprocessing. In addition, Oracle8 provides for many operations to be executed in parallel.

I/O

The overall  I/O tuning objective is to spend as little time doing I/O as possible.  This is accomplished by providing the system with enough memory and making sure that the I/O that occurs is as fast as possible. To ensure fast I/O, you must avoid having critical files on busy devices.  

Place REDO logs on separate fast devices, separate DATA and INDEX datafiles and avoid RAID 5 for Oracle files.

In order to monitor disk activity, it is recommended that you use the INIT.ORA parameter timed_statistics and the Perfmon tool. In order to view disk activity in Perfmon, you must enable statistic calculations by executing the command DISKPERF –YE.  Use DISKPERF –N to disable statistic gathering.

Within Oracle, the view V$Filestat will provide disk statistics such as number of read/writes and associated timings at the datafile level.  This can be used to identify unbalanced I/O across the database.

Use Perform to determine if disk activity is too high for your hardware.  Assuming the system is not paging: you must look at the PhysicalDisk Disk Queue Length; Disk Transfer/Sec and %Disk Time to see if you are attempting to exceed your disk's maximum transfer rate.

Oracle Specific counters

Oracle has provided a set of Perfmon objects for monitoring what is going on in Oracle.  Following is a brief explanation of these counters.  

Object
Counter
Description

Oracle8 Buffer Cache
%physreads/gets
The objective is to have the cache miss ratio < 10%, if it is too high increase DB_BLOCK_BUFFERS in the INIT.ORA file.

Oracle8 Dictionary Cache
%getmisses/gets
The objective is to have miss ration < 10%

Oracle8 Data Files
phyrds/sec, phywrts/sec
Can add a chart entry for each datafile, showing the rate at which read/writes are being done. 

Oracle8 DBWR stats1
Buffer scanned/sec; LRU scans/sec
Indication of Database writer activity.

Oracle8 DBWR stats 2
Checkpoints/sec, timeouts/sec
Indication of how much time Oracle is spending processing checkpoints - may need to increase LOG file size to reduce. 

Oracle8 Dynamic Space Mgmt
Recursive calls/sec
Sustained high rate indicates dynamic space management, you should review space allocation parameters.

Oracle8 Free List
%freelist waits / requests
Contention on freelist means concurrent update activity is slowing - add freelist to updated objects.

Oracle8 Library Cache
%reloads/pins
The ratio should be <10% or you should increase the INIT.ORA parameter SHARED_POOL_SIZE

Oracle8 redo Log Buffer
Redo log space requests
Space request should be near zero, otherwise increate LOG_BUFFER and investigate LOG I/O.

Oracle8 Sorts
 Memory/disk sorts /sec
Sorts to DISK should be minimized.  Increase INIT.ORA SORT_AREA_SIZE parameter to get more sorts into memory.

You see the SQL running to create the counter by looking at the file %ORACLE_HOME%\DBS\PERF80.ORA.

Conclusion 

With proper configuration, Oracle8 on NT can be managed in a similar fashion to Oracle on Unix.  Windows NT provides opportunities for additional systems management tools and integrating into an NT Enterprise.
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